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FOREWORD 

 

 

 

In 2008, the book titled Community-driven Projects: Reflections on a 

Success Story: A Case Study of Science Education and Information Technology 

in South Africa edited by Dr. Jackie Phahlamohlaka was released. The book 

captures the birth and activities of a community-based voluntary education 

improvement and development organization that originated from the 

Siyabuswa community in Mpumalanga. The organization is called the 

Siyabuswa Educational Improvement and Development Trust (SEIDET). 

This book, Approaches to Building a Smart Community: An Exploration 

Through the Digital Village Concept, which captures the renewal journey, 

is long overdue, and appropriately is also edited by Dr. Jackie Phahlamohlaka. 

I met Dr. Phahlamohlaka when I was doing my PhD in 1995 at the 

University of Pretoria. Jackie opened the door to the Seidet community for 

me, and participated in one of the research case studies in my PhD. Jackie 

later became a valued colleague in the Department of Informatics at the 

University of Pretoria. Regular visits to Seidet established a strong 

mutually beneficial relationship between the Department of Informatics 

and Seidet. 

From the first chapter where the narrative for a new Seidet is given by 

Vusi Ndala, it is clear that Jackie thought carefully about the story that this 

book needs to tell. All the chapters are grounded in research and provide 

excellent guidelines and examples on building a smart community. The 

reason for building a smart community is explained by Linda Malinga and 

Dr. Jackie Phahlamohlaka. The thoughts and research that led to the new 

Seidet are clearly articulated in Part 3 by the authors: Dr. Jabu Mtsweni, Dr. 

Flora Modiba, Herman le Roux, and Dr. Jackie Phahlamohlaka. Focusing 

on infrastructure and cybersecurity issues, Karabo Mokaba, Sydney 

Lefifi, Zama Dlamini, Dr. Noxy Ncgaba, and Dr. Jackie Phahlamohlaka 

produce a valuable contribution to the development of a smart community 

that is often overlooked. In Part 5, perspectives from the ICT for 

Development (ICT4D) field are incorporated by Dr. Riana Steyn and 

Lebogang Mohubedu. 

Approaches to Building a Smart Community: An Exploration Through 

the Digital Village Concept is a valuable scholarly resource for researchers, 

communities, municipalities, ICT professionals, and anybody interested in 

the journey to build a smart community. The book is edited by Dr. Jackie 
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Phahlamohlaka, a leader and scholar in the field with years of experience. 

Reading this book is a journey of discovery—enjoy the journey! 

 

Prof. Carina De Villiers 

Head of the Department of Informatics 

Chairperson of School of Information Technology 

University of Pretoria 

 

 

 

 

 

 

 



PREFACE 

 

 

 

The concept of a smart city has attracted global interest; literature 

abounds and several cities around the world are already classified as smart 

cities. The same cannot be said about smart communities; yet societies in 

both developed and developing nations, even in large cities, are made of 

identifiable communities requiring efficient delivery of services.  

With efficiency being central to the concept of “smart” and the quality 

of lives of people in these identifiable communities dependent on efficient 

delivery of goods and services, one wonders why this is the case. Why is 

there a stronger drive to build smart cities (places) compared to that of 

building smart communities (people within places)? What could be done to 

synergize these so that the building of smart communities could receive 

equal global attention? These are some of the key questions addressed in 

this book. 

The approaches in this book on how a smart community could be built 

are shared by experienced researchers and practitioners based on their 

personal involvement in various communities over extended periods of 

time. The contributors to the book have been selected based on their years 

of personal involvement in community work linked to their areas of research 

interest, as well as the research interests of the institutions they work for.  

Contributions are from South African universities, more than two and a 

half decades of community ICT work in the Seidet environment as well as 

from the Council for Scientific and Industrial Research (CSIR) in South 

Africa. The aim is to draw focus to the building of smart communities 

through the sharing of unique propositions informed by years of academic 

work, direct involvement in community development through ICT use, as 

well as architectural and engineering type experimental development.  

We expect that some communities around the globe will find an 

approach proposed in this book which is attractive enough to them to try out 

for themselves; by so doing, they will find something that positively 

contributes to the quality of life of people in those communities. 

The book has been subdivided into five parts and ten chapters. Part 1 is 

composed of one chapter, which gives the premise and context of the book. 

The narrative of a new Seidet is outlined by its current CEO Mr. Vusi Ndala. 

Over the years, the Seidet Community Education Centre in Siyabuswa has 

been used to experiment with various concepts related to ICT and 
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socioeconomic development. Plans to transform the community center into 

a smart community center are at an advanced stage. This part and chapter 

describes the internal transformation processes within Seidet which served 

as the greatest motivation for writing this book.  

In Part 2, which also has one chapter, the significance of the transformation 

of Seidet Community Education Centre to a smart community center and 

the rationale for broadly pursuing the building of a smart community is 

presented by Linda Malinga and Dr. Jackie Phahlamohlaka. This is followed 

by Part 3 which has three chapters: three approaches for building smart 

communities. These approaches are a research-anchored, e-entrepreneurship 

empowerment approach by Dr. Jackie Phahlamohlaka and Prof. Carina De 

Villiers (Chapter 3.1); the microtasking approach by Dr. Jabu Mtsweni and 

Dr. Flora Modiba (Chapter 3.2); and the digital ecosystems by Herman le 

Roux. 

Part 4 addresses issues related to infrastructure and cybersecurity. 

Chapter 4.1 details smart infrastructure as the basis for building a smart 

community. Sydney Lefifi and Karabo Mokaba from LEMEG Architects, 

share their architectural journey as well as some results of their work as they 

collaborated with Seidet to produce the design as well as the look and feel 

of the Seidet Smart Community Center and the envisaged Seidet Digital 

Village. Zama Dlamini and Dr. Jackie Phahlamohlaka advise on how to 

build a cyber smart community in Chapter 4.2, followed by an argument for 

a cybersecurity awareness and education as a necessary parameter for smart 

communities presented by Dr. Noxy Gcaza in Chapter 4.3 

The last part gives smart community perspectives from ICT4D. In 

Chapter 5.1, Dr. Riana Steyn shares her experiences about the real ICT need 

for entrepreneurs as they fight for inclusivity in ICT adoption and use. 

Lebogang Mohubedu concludes the book in Chapter 5.2 by presenting an 

approach to securing a smart community. 

 

Jackie Phahlamohlaka, Editor 
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